**Pluralsight**

**Pre-Approved for CompTIA CEUs**

|  |  |
| --- | --- |
| **Training VALID in this document is based on the exam objectives:** | * A+ 220-1101 and 220-1102
* Data+ DA0-001
* DataSys+ DS0-001
* Network+ N10-009
* Security+ SY0-701
* Linux+ XK0-005
* Cloud+ CV0-003
* PenTest+ PT0-002
* CySA+ CS0-003
* DataX DY0-001
* CASP+ CAS-004
 |
| **Activity name to use when uploading CEUs into a certification record:** | **Completed a Training Course** Training formats accepted are Classroom-Based, Live Online, Private On-Site and Self-paced e-learning. |
| **CEU Required Documentation**The certified professional must upload a certificate of completion into their certification record as proof of attendance.  | **Completion Certificate**1. Name of training provider
2. Training course title
3. Name of the certified professional
4. Date the training was completed
 |
| **Note:** VALID training courses and webinars in this document are subject to change without prior notification. Training submitted based on prior approval will remain VALID.  |

| Pluralsight | A+ | Data+ | DataSys+ | Network+ | Security+ | Linux+ | Cloud+ | PenTest+ | CySA+ | CASP+ |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| CompTIA A+ 220-1101 and 220-1102 |  |  |
| Computer Fundamentals: Introduction to the A+ Exam (220-1101 and 220-1102) | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Network (220-1101) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Hardware (220-1101) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Hardware and Network Troubleshooting (220-1101) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Mobile Devices (220-1101) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Virtualization and Cloud Computing (220-1101) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Operating Systems (220-1102) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Operational Procedures (220-1102) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Security (220-1102) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Computer Fundamentals: Software Troubleshooting (220-1102) | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| \*Approved for those who passed 220-901 and 220-902 exams and previous versions |  |  |  |  |  |  |  |  |  |  |
| CompTIA Cloud+ CV0-003 |  |  |
| CompTIA Cloud+: Cloud Architecture and Design (CV0-003) | VALID | N/A | N/A | VALID | N/A | VALID | VALID\* | N/A | N/A | N/A |
| CompTIA Cloud+: Security (CV0-003) | VALID | N/A | VALID | VALID | N/A | N/A | VALID\* | N/A | N/A | N/A |
| CompTIA Cloud+: Deployment (CV0-003) | VALID | N/A | N/A | N/A | N/A | N/A | VALID\* | N/A | N/A | N/A |
| CompTIA Cloud+: Operations and Support (CV0-003) | VALID | N/A | N/A | VALID | N/A | VALID | VALID\* | N/A | N/A | N/A |
| CompTIA Cloud+: Troubleshooting (CV0-003) | VALID | N/A | N/A | N/A | N/A | N/A | VALID\* | N/A | N/A | N/A |
| \*Approved for those who passed the CV0-002 exam and previous versions |  |  |
|  |  |  |
|  |  |  |
| CompTIA CySA+ CS0-003 |  |  |
| Incident Response and Management for CySA+ (CS0-003) | VALID | N/A | VALID | VALID | VALID | VALID | VALID | VALID | VALID\* | N/A |
| Security Operations for CySA+ (CS0-003) | VALID | N/A | VALID | VALID | VALID | VALID | VALID | VALID | VALID\* | N/A |
| Vulnerability Management for CySA+ (CS0-003) | VALID | N/A | VALID | VALID | VALID | VALID | VALID | VALID | VALID\* | N/A |
| \*Approved for those who passed the CS0-002 exams and previous versions |  |  |
| CompTIA Linux+ XK0-005 |  |  |
| CompTIA Linux+: Scripting, Containers, and Automation | VALID | N/A | N/A | N/A | N/A | VALID\* | N/A | N/A | N/A | N/A |
| CompTIA Linux+: Security | VALID | N/A | VALID | VALID | N/A | VALID\* | VALID | N/A | N/A | N/A |
| CompTIA Linux+: System Management | VALID | N/A | N/A | N/A | N/A | VALID\* | N/A | N/A | N/A | N/A |
| CompTIA Linux+: Troubleshooting | N/A | N/A | N/A | N/A | N/A | VALID\* | N/A | N/A | N/A | N/A |
| CentOS Enterprise Linux 7 Network Management (XK0-004)  | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| CentOS Enterprise Linux 7 User and Group Management  | VALID | N/A | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| CentOS Enterprise Linux 7 Operation Essentials  | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| CentOS Enterprise Linux 7 Service Management  | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| CentOS Enterprise Linux 7 Storage Management  | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| CentOS Enterprise Linux 7 Virtualization Management  | VALID | N/A | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Creating Shell Scripts in Enterprise Linux  | VALID | N/A | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Learning the Essentials of CentOS Enterprise Linux 7 Administration  | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Managing SELinux Policies in Enterprise Linux  | VALID | N/A | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Managing Software in Linux with Debian Software Management  | VALID | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| \*Approved for those who passed the XK0-004 exams and previous versions |  |  |  |  |  |  |  |  |  |  |
| CompTIA Network+ N10-009 |  |  |  |  |  |  |  |  |  |  |
| Introduction to Enterprise Network Infrastructure (N10-009) | VALID | N/A | N/A | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A |
| Network Concepts and Protocols (N10-009) | VALID | N/A | N/A | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A |
| Network Management and Operations (N10-009) | VALID | N/A | N/A | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A |
| Network Security Basics (N10-009) | VALID | N/A | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A |
| Network Troubleshooting and Tools (N10-009) | VALID | N/A | N/A | VALID\* | N/A | N/A | N/A | N/A | N/A | N/A |
| \*Approved for those who passed the N10-008 exam or previous versions |  |  |
|  |  |  |
|  |  |  |
| CompTIA PenTest+ PT0-002 |  |  |
| Planning and scoping for CompTIA PenTest+ (PT0-002) | VALID | N/A | N/A | VALID | VALID | N/A | VALID | VALID\* | VALID | N/A |
| Information Gathering and Vulnerability Scanning for CompTIA PenTest+ (PT0-002) | VALID | N/A | VALID | VALID | VALID | VALID | VALID | VALID\* | VALID | N/A |
| Attacks and Exploits: Network and Application Attacks for CompTIA PenTest+ (PT0-002) | VALID | N/A | VALID | VALID | VALID | VALID | VALID | VALID\* | VALID | N/A |
| Reporting and Communication for CompTIA PenTest+ (PT0-002) | VALID | N/A | VALID | VALID | VALID | VALID | VALID | VALID\* | VALID | N/A |
| Tools and Code Analysis for CompTIA PenTest+ (PT0-002) | VALID | N/A | VALID | VALID | VALID | VALID | VALID | VALID\* | VALID | N/A |
| \*Approved for those who passed the PT0-001 exam or previous versions |  |  |  |  |  |  |  |  |  |  |
| CompTIA Security+ SY0-701 |  |  |
| Operations and Incident Response for CompTIA Security+  | VALID | N/A | N/A | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| Architecture and Design for CompTIA Security+  | VALID | N/A | VALID | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| Attacks, Threats, and Vulnerabilities for CompTIA Security+  | VALID | N/A | VALID | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| Governance, Risk, and Compliance for CompTIA Security+  | VALID | N/A | VALID | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| Implementation of Secure Solutions for CompTIA Security+  | VALID | N/A | VALID | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| CompTIA Security+: Exam Briefing | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A | N/A |
| Threats, Vulnerabilities, and Mitigations for CompTIA Security+ (SY0-701) | VALID | N/A | VALID |  VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| Security Architecture for CompTIA Security+ (SY0-701) | VALID | N/A | VALID | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| Security Operations for CompTIA Security+ (SY0-701) | VALID | N/A | VALID | VALID | VALID\* | N/A | N/A | N/A | N/A | N/A |
| Approved for those who passed the SY0-601 exam or previous versions |  |  |
| CompTIA Server+ SK0-005 |  |  |
| Server Management: Server Hardware Installation and Management  |  VALID | N/A | N/A |  VALID | N/A | N/A | N/A | N/A | N/A | N/A |
| Server Management: Server Administration  |  VALID | N/A | N/A |  VALID | N/A | N/A | N/A | N/A | N/A | N/A |
| Server Management: Security and Disaster Recovery  |  VALID | N/A | VALID |  VALID | N/A | N/A | N/A | N/A | N/A | N/A |
| Server Management: Troubleshooting  |  VALID | N/A | N/A |  VALID | N/A | N/A | N/A | N/A | N/A | N/A |