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DC3 Cyber Training Academy 

Pre-Approved for CompTIA CEUs 
 
 
Note: Pre-approved training in this document is subject to change without prior notification. Training submitted based on prior 
approval will remain valid.  
 

 

 

Cybercasts approved in this document are based on 
the exam objectives: 

• A+ 220-1101 and 220-1102 

• Network+ N10-009 

• Security+ SY0-701  

• Cloud+ CV0-003 

• Linux+ XK0-005 

• PenTest+ PT0-002 

• CySA+ CS0-003 

• CASP+ CAS-004 

Activity name to use when uploading CEUs into a 
certification record: 
 

Attended a Live Webinar 

 

CEU Required Documentation 
The certified professional must upload a certificate of 
completion into their certification record as proof of 
attendance.  

Completion Certificate 
1. Title of the webinar/cybercast 
2. Name of the certified professional 
3. Date the webinar/cybercast was complete 
4. Duration of the webinar/cybercast 
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 A+ Network+ Security+ Linux+ Cloud+ PenTest+ CySA+ CASP+ 

Cyber 101 VALID N/A N/A N/A N/A VALID VALID N/A 

Exploiting Stack Buffer 
Overflow 

VALID VALID VALID VALID VALID N/A N/A N/A 

File Transfer for Threat 
Emulators 

VALID VALID VALID VALID VALID VALID VALID N/A 

Internet of Things in Forensics VALID N/A N/A N/A N/A N/A N/A N/A 

Introduction to Axiom VALID VALID VALID VALID VALID N/A N/A N/A 

Introduction to Windows 11 VALID N/A N/A N/A N/A N/A N/A N/A 

MS Windows Computer 
Management 

VALID N/A N/A N/A N/A VALID VALID N/A 

Open Source Tools for Incident 
Response 

VALID VALID VALID VALID VALID VALID VALID N/A 

System Administration with 
Ansible 

VALID VALID VALID VALID VALID VALID VALID VALID 

Windows Forensic Artifacts - 
Evidence of Program Execution 

VALID VALID VALID VALID VALID N/A N/A N/A 

Windows Log Analysis with 
Splunk Part 1 

VALID VALID VALID VALID VALID N/A N/A N/A 

Windows Log Analysis with 
Splunk Part 2 

VALID VALID VALID VALID VALID N/A N/A N/A 

Windows PowerShell Essentials VALID N/A N/A N/A N/A VALID VALID N/A 

Vulnerability Scanning with 
Tenable Nessus 

VALID VALID VALID VALID VALID N/A N/A N/A 

 


