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DoD Cybersecurity Training and Awareness 

Pre-Approved for CompTIA CEUs 
 
 

You can earn 1 CEU for each hour of training. Follow these requirements to earn and receive CEUs. 
 
All training durations less than 1 hour are not valid for CEUs. 
 

Timing:  You must complete the training course during your three-year renewal cycle, and the same course can only 
be submitted once. 
Relevance: At least 50 percent of the training course content must relate to one or more of the exam objectives for 
the certification you’re renewing. 
Documentation: Submit the following documentation to receive CEUs for a training course: 
 

1. Detailed description/outline of the training content 
2. Completion certificate containing the following: 

• Your name 

• Name of the course 

• Name of the training provider 

• Date the course was completed 

• Number of hours 

 

 

Training approved in this document is based on the exam 
objectives: 

• A+ 220-1101 and 220-1102 

• Network+ N10-009 

• Security+ SY0-701  

• Cloud+ CV0-003 

• CySA+ CS0-003 

• CASP CAS-004 
 

 

 
Note: Approved training courses in this document are subject to change without prior notification. Training submitted 
based on prior approval will remain valid.  
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DoD Cybersecurity Training and Awareness 
Pre-Approved for CompTIA CEUs 

 

IASE A+ Network+ Security+ Cloud+ CySA+ CASP 

Cybersecurity Awareness       

CyberAwareness Challenge N/A N/A N/A N/A N/A N/A 

DoD Mobile Devices N/A N/A N/A N/A N/A N/A 

Smartphones and Tablets  N/A N/A N/A N/A N/A N/A 

Social Networking  N/A N/A N/A N/A N/A N/A 

PKI Overview  N/A N/A N/A N/A N/A N/A 

Using PKI Certificates  N/A N/A N/A N/A N/A N/A 

Portable Electronic Devices / Removable 
Storage Media  

N/A N/A N/A N/A N/A N/A 

Phishing  N/A N/A N/A N/A N/A N/A 

Identifying and Safeguarding Personally 
Identifiable Information (PII) 

N/A N/A N/A N/A N/A N/A 

Cybersecurity for Senior Leaders       

Mission Assurance for Senior Leaders  N/A N/A N/A N/A N/A N/A 

DoD Authorizing Official (AO)  N/A N/A N/A N/A N/A N/A 

Designated Accrediting Authority (DAA)  N/A N/A N/A N/A N/A N/A 

IA Briefing for Senior Operational Leaders  N/A N/A N/A N/A N/A N/A 

Cybersecurity Professionals       

Cyberspace Defense  Valid Valid Valid Valid Valid Valid 

Cybersecurity Boot Camp Valid Valid Valid Valid Valid Valid 

DIACAP Overview  N/A N/A N/A N/A N/A N/A 

DIACAP Implementation  N/A N/A N/A N/A N/A N/A 

DoD Cybersecurity Policy  Valid Valid Valid Valid Valid Valid 

Enhancing Information Assurance through 
Physical Security  

Valid Valid Valid Valid Valid Valid 

Information Assurance for DoD Auditors 
and IGs  

N/A N/A N/A N/A N/A N/A 
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Information Assurance for Professionals 
Shorts  

N/A N/A N/A N/A N/A N/A 

Physical Security for SIPRNET Valid Valid Valid Valid Valid Valid 

Privileged User IA Responsibilities N/A N/A N/A N/A N/A N/A 

SRGs and STIGs N/A N/A N/A N/A N/A N/A 

Cybersecurity Technical       

Domain Name System (DNS) Advanced 
Concepts  

Valid Valid Valid Valid Valid Valid 

Domain Name System (DNS) Basic 
Concepts Overview  

Valid Valid Valid Valid Valid Valid 

HBSS Policy Auditor N/A N/A N/A N/A  N/A N/A 

DoD Intrusion Detection System (IDS) 
Analysis – Part 1 Introduction to IDS 
Analysis  

Valid Valid Valid Valid Valid Valid 

DoD Intrusion Detection System (IDS) 
Analysis - Part 2  

Valid Valid Valid Valid Valid Valid 

DoD Intrusion Detection System (IDS) 
Analysis -  Part 3, CND Analysis: A 
Structured Approach to Intrusion Analysis  

Valid Valid Valid Valid Valid Valid 

DoD Intrusion Detection System (IDS) 
Analysis - Part 4, CND Analysis: Incident 
Preparation and Response  

Valid Valid Valid Valid Valid Valid 

System Administrator Incident Preparation 
& Response for UNIX (SAIPR UNIX)  

Valid Valid Valid Valid Valid Valid 

UNIX Security for System Administrators  
Valid Valid Valid Valid Valid Valid 

Windows Server 2003 Incident Preparation 
& Response (IP&R) Part I  

Valid Valid Valid Valid Valid Valid 

Windows Server 2003 Incident Preparation 
& Response (IP&R): Part II  

Valid Valid Valid Valid Valid Valid 

Cyber Law       

CyberLaw I  N/A N/A N/A N/A N/A N/A 

CyberLaw 2 N/A N/A N/A N/A N/A N/A 

NetOps       

NetOps: An Overview  Valid Valid Valid Valid Valid Valid 

NetOps 200: NetOps Applied to GIG 
Operations 

Valid Valid Valid Valid Valid Valid 
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Cybersecurity Simulations       

Cyber Protect  Valid Valid Valid Valid Valid Valid 

Cybersecurity Video Series       

Privileged User Access  N/A N/A N/A N/A N/A N/A 

Cybersecurity Whaling N/A N/A N/A N/A N/A N/A 

Unauthorized USB Devices N/A N/A N/A N/A N/A N/A 

 


