Cyber Defense Training Cloud (CDTC) and Private Cyber Training Cloud (PCTC)
Pre-Approved for CompTIA CEUs

You can earn 1 CEU for each hour of training. Follow these requirements to earn and receive CEUs.

All training durations less than 1 hour are not valid for CEUs.

Timing: You must complete the training course during your three-year renewal cycle, and the same course can only be submitted once.

Relevance: At least 50 percent of the training course content must relate to one or more of the exam objectives for the certification you’re renewing.

Documentation: Submit the following documentation to receive CEUs for a training course:

1. Detailed description/outline of the training content
2. Completion certificate containing the following:
   • Your name
   • Name of the course
   • Name of the training provider
   • Date the course was completed
   • Number of hours

Training approved in this document is based on the exam objectives:

- A+ 220-1001 and 220-1001
- Network+ N10-007
- Security+ SY0-501
- Linux+ - XK0-004
- Cloud+ CV0-002
- PenTest+ PT0-001
- CySA+ CS0-002
- CASP+ CAS-003

Note: Approved training courses in this document are subject to change without prior notification. Training submitted based on prior approval will remain valid.
## CDTC / PCTC Course Titles

<table>
<thead>
<tr>
<th>CDTC / PCTC Course Titles</th>
<th>A+</th>
<th>Network+</th>
<th>Security+</th>
<th>Linux+</th>
<th>Cloud+</th>
<th>PenTest+</th>
<th>CySA+</th>
<th>CASP+</th>
</tr>
</thead>
<tbody>
<tr>
<td>DISA ACAS Version 5.4</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
<tr>
<td>DISA HBSS Advanced Analyst (501)</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
<tr>
<td>DISA HBSS Admin (201) ePO5.9</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
<tr>
<td>DISA HBSS Advanced (301) ePO5.10</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
<tr>
<td>Mission Defense Team (MDT)</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
<tr>
<td>Vulnerability Assessment and Mitigation</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
<tr>
<td>Securing Windows 10 in a DoD Environment</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>Valid</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
</tr>
</tbody>
</table>